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Defense Information Services 
Agency (DISA) Training Pre-Approved for CompTIA 
CEUs 
 

Note: Approved training courses in this document are subject to change without prior notification. 
Training submitted based on prior approval will remain valid. Training submitted after the date on this 
document must meet this documents training requirement.  
 
CE Training approved in this document is based on the objectives for the following CompTIA 
Certifications exams. 

 A+ - 220-801 and 220-802 

 Network+ - N10-005 - JK0-019 

 Mobility+ - MB0-001  

 Security+ - SY0-301 - JK0-018 

 Storage+ - SGO-001 

 Cloud+ - CV0-001 

 CASP - CAS-001 
 
CE System Activity Name: Completed a Training Course 

Max CEUs 3 Year CE Cycle: 

 CompTIA A+ - 20 CEUs 

 CompTIA Network+ - 30 CEUs 

 CompTIA Mobility+ - 30 CEUs 

 CompTIA Security+ - 50 CEUs 

 CompTIA Storage+ - 50 CEUs 

 CompTIA Cloud+ - 50 CEUs 

 CompTIA CASP - 75 CEUs 

CE Submission Requirements: 

The certified professional must upload the following information into their certification account in order 

for training to be approved: 

1. Detailed Description/Outline of the Training Content 

2. Completion Certificate containing the following: 

 Name of training provider 

 Name of the training 

 Name of the certified professional 

 Date the training was completed 

 
If a candidate cannot provide proof of completion the training cannot be used for CEUs. 
 
CE Activity Guidelines: 

 If renewing a ‘certified for life’ certification then training must have been completed within 90 

days prior to enrolling in the CE program or within the 3 year CE cycle. 
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 If renewing a ‘ce’ certification training must have been 

completed within the 3 year CE cycle.  
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Cybersecurity Awareness  

 

Cybersecurity Training for Senior Leaders 

Cybersecurity Training for 
Senior Leaders 

A+ Network+ Security+ CASP 

Designated Accrediting Authority 
(DAA) 

n/a n/a n/a n/a 

Cybersecurity Briefing for Senior 
Operational Leaders 

n/a n/a n/a n/a 

Mission Assurance for Senior 
Leaders 

n/a n/a n/a n/a 

 
 

 

 

 

 

 

 

Cybersecurity Awareness A+ Network+ Security+ CASP 

CyberAwareness Challenge (for 
Federal, DoD and IC Personnel) 

n/a n/a n/a n/a 

Smartphones and Tablets n/a n/a n/a n/a 

PKI Overview n/a n/a n/a n/a 

Using PKI Certificates n/a n/a n/a n/a 

Portable Electronic Devices / 
Removable Storage Media 

n/a n/a n/a n/a 

Phishing n/a n/a n/a n/a 

Identifying and Safeguarding 
Personally Identifiable Information 
(PII)  

n/a n/a n/a n/a 
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 Cybersecurity Training for Cybersecurity 

Professionals 

 

Cybersecurity Technical Training  
Cybersecurity Technical Training  A+ Network+ Security+ CASP 

Domain Name System (DNS) 
Basic Concepts Overview 

APPROVED APPROVED APPROVED APPROVED 

Domain Name System (DNS) 
Advanced Concepts  

APPROVED APPROVED APPROVED APPROVED 

Introduction to IDS Analysis APPROVED APPROVED APPROVED APPROVED 

DoD Intrusion Detection System 
(IDS) Analysis Part 2 

APPROVED APPROVED APPROVED APPROVED 

IDS Analysis Part 3, CND Analysis: 
A Structured Approach to 
Intrusion Analysis 

APPROVED APPROVED APPROVED APPROVED 

IDS Analysis Part 4, CND Analysis: 
Incident Preparation and 
Response: Part 1 

APPROVED APPROVED APPROVED APPROVED 

Windows Server 2003 Incident 
Preparation & Response (IP&R) 
Part I 

APPROVED APPROVED APPROVED APPROVED 

Cybersecurity Training for 
Cybersecurity Professionals 

A+ Network+ Security+ CASP 

Physical Security for 
SIPRNet  *(DoD PKI Cert req'd) 

APPROVED APPROVED APPROVED APPROVED 

Information Assurance Policy & 
Technology (IAP&T) 

APPROVED APPROVED APPROVED APPROVED 

Information Assurance for 
Professionals Shorts 

n/a n/a n/a n/a 

Privileged User IA Responsibilities n/a n/a n/a n/a 

Computer Network Defense 
(CND) 

APPROVED APPROVED APPROVED APPROVED 

Enhancing Information Assurance 
through Physical Security 

APPROVED APPROVED APPROVED APPROVED 

DIACAP Overview n/a n/a n/a n/a 

DIACAP Implementation n/a n/a n/a n/a 

Information Assurance for DoD 
Auditors and IGs 

n/a n/a n/a n/a 

SRGs and STIGs n/a n/a n/a n/a 
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Cybersecurity Technical Training  A+ Network+ Security+ CASP 

Windows Server 2003 Incident 
Preparation & Response (IP&R): 
Part II 

APPROVED APPROVED APPROVED APPROVED 

HBSS Policy Auditor n/a n/a n/a n/a 

UNIX Security for System 
Administrators 

APPROVED APPROVED APPROVED APPROVED 

System Administrator Incident 
Preparation & Response for UNIX 
(SAIPR UNIX) 

APPROVED APPROVED APPROVED APPROVED 

RaD-X (101) APPROVED APPROVED APPROVED n/a 

RaD-X (301) APPROVED APPROVED APPROVED n/a 

Cyber Law Awareness 
Cyber Law Awareness  A+ Network+ Security+ CASP 

CyberLaw I n/a  n/a n/a n/a 

CyberLaw 2 n/a n/a n/a n/a 

 

NetOps Training 

NetOps Training  A+ Network+ Security+ CASP 

NetOps: An 
Overview *(DoD 
PKI Cert req'd) 

APPROVED APPROVED APPROVED APPROVED 

NetOps 200: 
NetOps Applied 
to GIG Operations 

APPROVED APPROVED APPROVED APPROVED 
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DoD Enterprise Cybersecurity 

Tools Training 

 

 

 

Cybersecurity Simulations 
Cybersecurity 
Simulations 

A+ Network+ Security+ CASP 

CyberProtect APPROVED APPROVED APPROVED APPROVED 

 

DoD Enterprise 
Cybersecurity Tools 
Training 

A+ Network+ Security+ CASP 

ACAS 4.6 APPROVED APPROVED APPROVED n/a 

HBSS (Host Based 
Security System) 
Management Roles 
Course 2013 (DoD PKI 
Cert req’d) 

APPROVED APPROVED APPROVED n/a 

HBSS 201 MR5 APPROVED APPROVED APPROVED n/a 

HBSS 301 MR5 APPROVED APPROVED APPROVED n/a 

Symantec Endpoint 
Protection 12.1   

n/a n/a APPROVED n/a 

VMS n/a n/a APPROVED APPROVED 

eMASS n/a n/a n/a n/a 


